USMTM UNCLASSIFIED NETWORK ACCOUNT FORM


INSTRUCTIONS:  User completes Sections I; Unit TASO completes Section II; completed applications forwarded to 580th Help Desk, Villa 59-32, 

435-5800, for processing.

I.  User Information (Required)

ADD / UPDATE / DELETE on





Name (Last, First, Middle Initial)
Rank/GS/NAF/TSW
DEROS Date


Job Title
Work Villa
Work Phone







Organization (Unit/Section/Office Symbol)
Cell Phone/Pager
Fax Number

Complete if living on Eskan or requesting RAS Access:




Home Phone Number
Home Villa



I certify that:

(a) This computer account request is for support of official government activities.

(b) I will not willfully compromise the account password.  Common examples of compromise are storing the account password in a PC or terminal; developing automatic login procedures that circumvent manual entry of the account's username and password; or allowing anyone to use the account.

(c) I will notify the Unit TASO when this account is no longer needed, account information needs revising, or the account password has been knowingly compromised.

(d) The account will be used in accordance with all existing regulations, policies, and guidelines, particularly to ensure no improper or fraudulent use.  Common examples of improper use are generating personal letters, party banners or invitations; playing games; or running personal financial or investment programs.

(e) I have completed the SATE ‘Computer Use’ training module and understand fully my responsibilities and duties in operating a safe computer as it relates to network security.

Furthermore, I understand that:

(a) All data and files associated with this account are subject to review for any suspected computer fraud, waste or abuse IAW AFI 51-1101 and AFI 90-301.  If found, it will be reported to the proper authorities for appropriate action.

(b) The account password will be changed at least once every 90 days IAW AFSSI5100.

(c) I am responsible for safeguarding the account and for the actions that occur through the account.

(d) Copyright laws protect proprietary software resident on these computer systems; violators of such copyright laws may be subject to prosecution.

____________________________________
_________________________

User Signature (Required)
Date

NOTE:  For further system information, contact your Terminal Area Security Officer.
II.  Unit TASO

Users Primary Computer Identification Name:
Distribution List(s) Membership:         
(All Eskan, Unit List, etc.)

           FORMCHECKBOX 
AIR FORCE
 FORMCHECKBOX 
ARMY
 FORMCHECKBOX 
NAVY/MARINES
 FORMCHECKBOX 
CIV        



RAS (dial-in) access required: YES / NO
Division Chief Approval:




I certify that:

(a) The member in part I is in my Organization/Group, has passed the SATE ‘Computer Use’ module and should be issued an account.

(b) Dial-in (RAS) access is / is not required for the above member.

(c) The computer account must be used in the support of official government business.

(d) It is my responsibility to re-evaluate the need for this account, and I will notify 580th Help Desk when the account is no longer needed.

____________________________________
_________________________

TASO Signature (Required)
Date

IV.  FOR SYSTEMS PERSONNEL USE ONLY


Primary Server
RAS: Yes/No
User Name

IP Address (FN/TSW accounts)

Group Memberships
Web/permissions








Personnel Adding Account
Date




Personnel Deleting Account
Date

Time / Day of User Notification











